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4 most popular social video platforms in China 
Over 1 billion registered users  

17,547 sensitive keywords 



Research Problem

• What are the underlying mechanisms and 
motivations behind censorship / surveillance on 
Chinese social media? 



Background

• Previous work shows inconsistencies in 
censorship / surveillance of Chinese social 
media (Crandall et al. 2013, MacKinnon 2008, Villeneuve 
2008) 

• Suggest general directives may be given by 
government, but companies have flexibility in 
implementation



Overview 

• We reverse engineer four of the most popular Social Video 
Platforms in China: YY, 9158, Sina Show, GuaGua 

• Found client-side keyword censorship in each SVP, and 
keyword surveillance in YY

• We reveal dataset of 17,547 unique keywords, largest 
currently available to researchers! 

• Previously largest dataset 4,256 unique keywords TOM-
Skype + Sina UC (Knockel et al. 2012, Crandall et al. 2013)  




